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About DataLocker
DataLocker is an innovative 
provider of encryption 
solutions.  DataLocker 
products secure systems, 
media, external storage 
and cloud services for 
governments, military and 
enterprises around the 
world.  Headquartered in 
Overland Park, Kansas, 
DataLocker products combine 
superior convenience and 
usability with state of the 
art security.  DataLocker is 
“Simply Secure.” For more 
information, please visit 

datalocker.com

cloud storage account. Even if 
your cloud service provider is 
hacked at root level or your 
personal login is compromised, 
your files are safe and secure. 

Fully Compatible: 
SafeCrypt works with 
DropBox, Google Drive, 

OneDrive, Bitcasa, Box and any 
other cloud service. You can 
also use SafeCrypt to encrypt 
local files, network drives, and 
external media such as USB flash 
and hard drives.

Advanced Security: 
SafeCrypt offers 
advanced features like 

encrypted file names, optional 
2-factor authentication, brute 
force attack defense and zero 
knowledge software design. 

Flexible and Expandable: 
With a simple installation 
and setup wizard, you 
can use SafeCrypt to 

create as many encrypted virtual 
drives as your system will allow.

Cloud services like Dropbox 
and Google Drive make it fast, 
easy and affordable to store 
and share data. We use these 
services for everything from 
valuable intellectual property to 
corporate documents and even 
precious family photos. 

But think about this: your data 
is stored in an unknown place, 
managed by unknown people 
with unknown access. Servers 
get hacked, secrets get leaked 
and people are careless. So how 
do you protect your data in the 
cloud?

SafeCrypt from DataLocker is a  
FIPS 140-2  validated, military 
grade, 256-bit AES encryption 
program that works with all your 
cloud storage providers. 

How Does SafeCrypt Work?

Encryption Made Easy: 
With SafeCrypt, files 
are fully encrypted at 

your desktop and stored on your 

SafeCrypt 
®  

Cloud Storage Encrypt ion

and other popular cloud storage providers

Fully Compatible With:

Total Lockdown for Your Sensitive Data in the Cloud
Who Uses SafeCrypt?

SafeCrypt is for anyone who 
stores private or confidential 
data in the cloud. If your cloud 
storage account is hacked, the 
only thing they will see is fully 
AES encrypted data with no 
access to the encryption keys.

Available for Windows, Mac, 
and iOS - Android version is in 
development.
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SafeCrypt creates a seamless layer 
of file level encryption that can be 
used by any application to secure 
your sensitive data.  It utilizes a FIPS 
140-2 validated 256 bit AES CBC 
mode encryption library to create a 
virtual drive that encrypts all the data 
saved to it. SafeCrypt requires no 
configuration or management to use. 

Run SafeCrypt’s easy to use setup wizard, 
and follow the three simple steps to get 
started.  Set your password, assign a drive 
letter to SafeCrypt and link it to your existing 
cloud storage provider.  SafeCrypt can 
even be linked to a local folder to encrypt 
files anywhere on your machine.  You can 
backup the drive’s security token in case the 
encryption key is accidentally deleted from 
your cloud drive.

SafeCrypt creates a new virtual drive where you can save 
your files. Everything saved to the SafeCrypt drive is fully 
encrypted before it is transmitted to and stored in the 
cloud.  The encrypted files and filenames in the SafeCrypt 
drive are automatically synced with your cloud storage 
provider.  To access your files simply open your SafeCrypt 
drive. Your files are decrypted on the fly at your desktop. 

Buy or Try Now

Download SafeCrypt and 
start your free 30-day 
trial. At only $39.99/
license, SafeCrypt easily 
pays for itself with peace 
of mind and protection from 
data loss or unauthorized 
access. Volume discounts 
are available.

SafeCrypt.com

©2014-2015 DataLocker, Inc.  All rights reserved.  SafeCrypt is a registered trademark of DataLocker Inc.  All other 
trademarks are property of their respective owners.                                                                  09/2015

How It Works




